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OpenSSL 3.0  
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Details 

This bulletin is a response to the published security vulnerabilities affecting OpenSSL 3.0. 
 
INSYS is aware of the published vulnerabilities in the OpenSSL 3.0 library, however there is no 
dependency to this library in any INSYS product. The icom OS firmware makes use of OpenSSL 
1.1.1o which is not affected. 

 
CVEs 

• CVE-2022-3602 

• CVE-2022-3786 


